APPENDIX 2 (MEDIA GROUND RULES) TO ANNEX R (PUBLIC AFFAIRS) TO XVIII AIRBORNE CORPS TACSOP 


1.  (U) General.  
a.  (U) Acceptance of these ground rules is a condition for civilian news media representatives to receive support from XVIII Airborne Corps units.  NMRs who do not abide by these rules may not receive support or interview access.

b.  (U) Specific unit locations may not be reported during combat operations.

c.  (U) In order to maintain operational security, unit PAOs will not release the following information:

(1)  (U) Exact number of troops and aircraft.

(2)  (U) Specific geographic locations of troops and units.

(3)  (U) Information regarding future operations and plans.

(4)  (U) Information regarding security measures.

(5)  (U) Rules of engagement.

(6)  (U) In-progress operations information.

(7)  (U) Information of Special Operations Forces.

(8)  (U) Specific technical data on weapons.

(9)  (U) Cancelled of postponed operations.

(10)  (U) Any public release of information that could place soldiers in danger or cause jeopardy to missions.

d.  (U) Civilian NMR are responsible for providing and carrying their own personal and professional equipment.

e.  (U) Essential military equipment may be provided to NMR after all soldier requirements have been met.

f.  (U) All interviews with soldiers, sailors, airmen and Marines will be on the record.  Security review is at the source (see paragraphs n-p). Interviews with pilots and aircrew members, after being debriefed, are authorized upon completion of missions; however, release of information must conform to these media ground rules. All service members have the option to be identified by full name or first name only in interviews. PAOs will brief service members on the pros and cons of this decision.

g.  (U) Embargoes may be imposed to protect operations security.  Media must sign a “hold-harmless” agreement (refer to OPLAN/OPORD for current agreement) before deploying with any unit. 

h.  (U) A public affairs escort may be required because of security, safety and mission requirements as determined by the host commander. Media will remain with military escorts at all times until released, and follow instructions regarding their activities. 

i.  (U) Media will not carry personal weapons.

j.  (U) Light discipline restrictions will be followed. No visible light source, including flash cameras or television lights, will be used when operating with forces at night unless specifically approved by the on-scene commander.

k.  (U) Casualty information - After verification of next of kin, DOD or service component will release the names of service members who are killed, wounded, or severely injured. JIBs or PICs are authorized to release the facts surrounding incidents involving their assigned personnel.

l.  (U) CSAR Information.  All questions about missing or downed aircraft during combat, search and rescue (CSAR) operations will be taken without comment. No release of information about CSAR units, size, location, equipment, and capabilities is authorized, since it will put current and future operations at risk.

m.  (U) Units will assist media with video, audio, print and photo filing in coordination with command public affairs personnel. Operational message traffic will take priority over media filing, but units will provide this assistance as soon as practical. Units will provide shelter and rations equivalent to that provided for unit members and media will not expect special logistics considerations. Units will provide emergency medical treatment, and as required, evacuation for embedded media, who may be billed, to the media representative or their organization. 

n.  (U) Security review is at the source. Media will cooperate and comply with security considerations when exposed to sensitive information about military plans, capabilities, operations, equipment, facilities and vulnerabilities that would jeopardize the outcome of an operation or the safety of U.S. forces.  Material will be examined solely for its conformance to established ground rules, not for its potential to express criticism or cause embarrassment.  Security review is not censorship.

o.  (U) Media access to a few specific, pre-determined sensitive operations or areas might require prior agreement on information not to be reported. Any violations of these agreements will be reported to the operational PAO as soon as possible.

p.  (U) Maintaining “Security at the Source” during media visits means that the responsibility for protection of classified / non-releasable information rests with the unit commander, his or her public affairs officer and the media escort (if one is assigned). The challenge facing unit commanders is to balance operations security with our commitment to maximize media access. The PAO and media escorts will coordinate with unit personnel to ensure media itineraries and briefings do not compromise the security of the unit or its operations.

q.  (U) Should an inadvertent disclosure occur, the PAO/escort will inform the reporter immediately, and request that the classified information not be used or communicated to anyone. Immediately advise the operational PAO and/or Corps PAO of the situation and reporter’s response. Under no circumstances will media products be seized or refused transmission / transportation. 

r.  (U) The reporter should consider most of the information he/she receives as "background" information (NOT to be attributed to an individual by name).

s.  (U) When writing a story, if the reporter wishes to use a direct quote, he/she must inform the source what is to be used as a quote.  If a soldier has a question or is uncomfortable with the quote to be used, the soldiers and/or the reporter should see the unit commander or the PAO.
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